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NCI caBIG® | Meeting Notes 
Topic:  

LS CAT Meeting







Date: 

September 3rd, 2008 (11am-12pm) 
Location: 

NIH - 2115 East Jefferson Street, Room 5034 (Centra, LSD)
Attendees:
Stephen Goldstein, Christopher Piepenbring, Kevin Puscas, Adam Fischman, Todd Parnell, Eric Taugla, Paul Duvall (phone), John Koisch (phone)
AGENDA:
1. Planned applications 

1. caB2B

2. caArray

3. Vantris

2. Ian's email on MIBBI and FuGE (http://fuge.sourceforge.net/ ..... http://www.nature.com/nbt/journal/v26/n8/pdf/nbt.1411.pdf)

MEETING MINUTES:

I. Security Update Discussion
a. The List of High Level Features of the Security Framework
i. Chris and Kevin have a list of requirements, can send out after meeting

ii. Looked at from LS Perspective

iii. Will look back with the CTMS people

b. Want to bounce them off the CAT first

i. Intention is to get full scope of CCTS, reconcile later with CTMS

ii. Want to see what Wendy will produce, will look at union of these
iii. Security as whole is well-grounded, and well-understood, and will probably find commonality

c. Let’s not do this in a waterfall way

d. Idea of some nature of Role-Based Access Control (RBAC)
i. It is not role-based, there are roles scoped to an activity, other times you are given permission assigned to a protocol

e. Should we look at the CTMS Business Architectural Model (BAM), and COPPA work? 
i. Ask Smita, ultimately

ii. Need to look at the Business Process Issue of how a study is conducted

iii. Need to drive high-level specification, structure and functional roles for COPPA

f. ACTION ITEM: Kevin will talk to Smita, look at BAM, talk with Todd

g. Analysis from Todd

i. Todd - Can principle X do Y? 

ii. Second level of authentication, can X do Y to Z?
iii. The rules of over who can see what, where, and when become more complex. 
h. Don’t know how this would translate at the model level
i. What are the exact permissions, down to field level, read/write access, what framework will support and what it will not?
i. There will be a Security Roles Working Group

i. Technical Issues for a particular LS Distribution

1. Where to get down to the very technical issues and the bizarre rules that are very specific cases
j. ACTION ITEM: Need to meet with Patrick on CCTS, hopefully see how security is done in a reusable framework

k. How to move from Clinical workflow ( research workflow
l. Function and Structural Roles scoped to activities

i. Business case – The authorization at anything above study level, doesn’t pan out from business perspective, global administration of security privileges doesn’t pan out

m. One of thing missing from BRIDG – Security Admin

i. Need for someone at study level to be able to go in

ii. Authentication is easy, authorization is tough

iii. Looking at bundling, where can we look at up-front solutions?
n. Do individual security levels translate?

i. How to interpret?
ii. Is PI always a PI?
o. Pushback

i. Domain Governance Group

ii. CCTS Security People, Grid people

iii. NCI BRIDG 2.1

iv. ACTION ITEM: Chris and Kevin get with Patrick and David to discuss
II. Feedback for the Conceptual Model for LSDB

a. Be able to push forward
b. ACTION ITEM: Get the feedback by end of the week from Chris

III. Applications
a. VASARI (What is it?)

i. Eric - Imaging Data in NCIA, not aware of application

ii. Annotations not in AIM, no plans to put in format

iii. Supposed to be published in the next month

b. Imaging Tools have moved under CTMS which is now the Clinical Workspace

i. CAT/ Life Sciences CAT

c. NCIA exposes data through AIM expression

i. Pulling basic data on DICOMS

ii. AIM stuff is really important for granularity, to clinical and back again

iii. Does not fit easily in the distributed data grid model

d. Need to be aware of applications, have voice heard

IV. New Data Standards

a. Looked into Ian’s email about new standards
b. There are efforts for scientific journals to standardize ways of publishing data
c. Data standard for journals spanning “OMICS-es”
i. MIAME – (Minimum Information About a Microarray Experiment) minimal information for microarray experiments

ii. Pushback to standardize data standards

iii. No one knows standard, and not even MIAME compliant, too granular, not adding much value

iv. MAGE, MIAME

v. FuGE – abstract base model, map concepts from guidelines to data standards

vi. Data standards are pretty burdensome
vii. MIBBI – (Minimum Information for Biological and Biomedical Investigations)
d. LS is creating another data standard model

e. Bring up at appropriate time so we can see:

i. The impact for the BRIDG sibling model

ii. How things impact certain applications

ACTION ITEMS:
	Date Added
	Action Item
	Owner
	Due Date
	Status

(Open or Closed)

	7/30/08
	Send out domain governance document to LS CAT (waiting on George K)
	John Koisch
	
	Open

	8/06/08
	Set-up plan for IVV Team
	John Koisch
	9/5/08
	Open

	8/06/08
	Share IVV Process
	Stephen Goldstein
	
	Open

	8/06/08
	Send out Peer Review Form (Update: 8/20/08, send out again, Chris will take this action item)
	Chris
	
	Open

	8/13/08
	Schedule follow-up meeting to continue conformance/compliance discussion 
	John Koisch
	
	Open

	8/13/08
	Ask individual applications (owners) for their performance specifications
	Stephen, Chris
	
	Open

	8/20/08
	Juli will talk with Anand and Avinash, about the parallel work being done on caArray with the data services vs. analytical services debate (Bring Dan in about topic, with a Powerpoint deck about the problems we need to solve, other approaches out there, integration partners)
	Juli
	
	Open

	8/20/08
	Publish the five remaining comments that were not discussed in the Feedback for the Conceptual Model Discussion
	Chris, John or Stephen
	
	Open

	8/27/08
	Chris and Kevin will come up with business cases, and will frame the business cases within Wendy’s framework, bring back to CAT next week
	Chris, Kevin
	
	Open

	9/4/08
	Kevin will talk to Smita, look at the CTMS BAM, and talk with Todd
	Kevin
	
	Open

	9/4/08
	Chris and Kevin will meet with Patrick on CCTS, hopefully see how security is done in a reusable framework; and meet with Patrick and David to discuss Domain Governance Group, pushback
	Kevin, Chris
	
	Open

	9/4/08
	Get the feedback from Conceptual Model for LSDB by end of the week from Chris
	Chris
	
	Open
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